Warum ist das ""Maschinelles Lernen"?

o Der Computer wird nicht explizit programmiert, jede einzelne Spam-Regel zu
kennen.

e Erlernt aus den Daten, die wir ihm geben (den Trainingsdaten).

o Erverbessert sich selbst, indem er immer mehr Daten analysiert und sein Modell
anpasst. Je mehr E-Mails er sieht und je 6fter wir ihm sagen, was Spam ist, desto
besser wird er darin, Spam zu erkennen.

Stell dir vor, du méchtest, dass dein Computer lernt, welche E-Mails Spam sind und welche
nicht. Das ist ein perfektes Problem fiir maschinelles Lernen!

Das Problem

Jeden Tag bekommen wir viele E-Mails. Manche sind wichtig, andere sind Werbung oder
Betrug (Spam). Wir wollen, dass unser Computer automatisch erkennt, welche E-Mails Spam
sind, damit sie direkt im Spam-Ordner landen und nicht unseren Posteingang verstopfen.

Wie maschinelles Lernen hilft

Wir kénnen dem Computer nicht einfach eine Liste von Regeln geben, wie "Wenn die E-Mail
das Wort 'Gewinn' enthélt, dann ist es Spam". Spammer sind clever und &ndern standig ihre
Methoden. Stattdessen lassen wir den Computer selbst lernen, was Spam ist.

Der Lernprozess

1. Daten sammeln (Training): Wir geben dem Computer viele, viele E-Mails. Bei jeder
E-Mail sagen wir ihm: "Das ist Spam" oder "Das ist keine Spam". Das sind unsere
Trainingsdaten.

o Beispiel fir Spam-E-Mails:
= "Herzlichen Gluckwunsch! Sie haben eine Million Euro gewonnen!"
= "Klicken Sie hier, um Ihren kostenlosen Gutschein zu erhalten!"
= "Dringende Sicherheitswarnung: Ihr Konto wird gesperrt, wenn Sie
nicht sofort handeln!”
o Beispiel fir Nicht-Spam-E-Mails:
= "Hallo Lena, treffen wir uns morgen um 15 Uhr?"
= "Hier ist die Zusammenfassung der letzten Stunde."
= "Rechnung fiir deine Bestellung bei OnlineShop.de"

2. Muster erkennen (Modell trainieren): Der Computer analysiert jetzt all diese E-
Mails. Er sucht nach Mustern und Merkmalen, die typisch fir Spam sind und typisch
fiir Nicht-Spam.

o Was konnte der Computer lernen?

= Hé&ufige Worter in Spam: "Gewinn", "kostenlos", "dringend", "Konto",
"hier klicken".

= Ungewohnliche Grolischreibung oder Satzzeichen (z.B. VIELE
AUSRUFEZEICHEN!).

= Links, die nicht zur Absenderadresse passen.

= Bestimmte Absenderadressen.

= Kurze, aggressive Betreffzeilen.



Der Computer erstellt ein internes "Modell" oder "Wissen", das diese Muster enthalt.
Er lernt zum Beispiel: "E-Mails mit vielen GroRbuchstaben und dem Wort 'Gewinn'
sind wahrscheinlich Spam."

. Vorhersagen treffen (Anwendung): Wenn jetzt eine neue, unbekannte E-Mail
ankommt, wendet der Computer sein gelerntes Wissen (sein Modell) darauf an. Er
schaut sich die Merkmale der neuen E-Mail an und vergleicht sie mit den Mustern, die
er gelernt hat.

o Wenn die neue E-Mail viele der gelernten Spam-Merkmale hat, sagt der
Computer: "Das ist wahrscheinlich Spam!" und verschiebt sie in den Spam-
Ordner.

o Wenn sie eher die Merkmale von Nicht-Spam hat, sagt er: "Das ist keine
Spam!" und lasst sie im Posteingang.



Uberwachtes Lernen (Supervised Learning)

Das Grundprinzip: Wir zeigen dem Computer Beispiele, bei denen wir das richtige
Ergebnis bereits kennen. Der Computer lernt dann, wie er von den Beispielen auf das
Ergebnis kommt. Stell dir vor, du hast einen Lehrer, der dir die richtigen Antworten zeigt.

Beispiel: Vorhersage des Wetters morgen

Stell dir vor, du moéchtest, dass dein Computer vorhersagt, ob es morgen regnen wird oder
nicht.

1. Daten sammeln (mit ""Antworten’): Wir sammeln Wetterdaten der letzten Jahre. Fur
jeden Tag speichern wir:
o Temperatur heute
Luftfeuchtigkeit heute
Windgeschwindigkeit heute
UND DAS WICHTIGSTE: Ob es morgen geregnet hat (Ja/Nein). Das ist unsere
"Antwort" oder das "Label".

o O O

| Temperatur heute | Luftfeuchtigkeit heute | Wind heute | Regen morgen? |

| 20°C [10km/h |Ja

| 25°C |5 km/h | Nein
| 18°C |15 km/h | Ja

| .. T |

Lernen (Modell trainieren): Wir "futtern" diese Daten in unseren Computer (das ist
unser maschinelles Lernmodell). Der Computer analysiert die Zusammenhange:
o "Wenn die Temperatur niedrig und die Luftfeuchtigkeit hoch ist, regnet es oft am
nachsten Tag."
o "Wenn es sonnig und trocken ist, regnet es wahrscheinlich nicht." Er versucht, eine
Regel oder ein Muster zu finden, das die heutigen Wetterdaten mit der "Antwort"
(Regen morgen) verbindet.

3. Vorhersage treffen (Anwenden): Jetzt kommt ein neuer Tag. Wir geben dem
Computer die heutigen Wetterdaten (Temperatur, Luftfeuchtigkeit, Wind), aber wir
wissen noch nicht, ob es morgen regnen wird. Der Computer nutzt sein gelerntes
Wissen und sagt uns: "Basierend auf den Daten, die ich gelernt habe, sage ich voraus,
dass es morgen regnen wird (oder nicht regnen wird)."

Warum ist das tiberwacht? Weil wir dem Computer bei jedem Lerndatensatz die richtige
Antwort (das ""Label'") gegeben haben: "Ja, es hat geregnet" oder "Nein, es hat nicht
geregnet”. Der Computer hatte quasi einen "Lehrer”, der ihm die Losungen gezeigt hat.



Undberwachtes Lernen (Unsupervised Learning)

Das Grundprinzip: Wir geben dem Computer Daten, aber ohne vorgegebene Antworten
oder Kategorien. Der Computer muss selbst Muster, Strukturen oder Gruppen in den Daten
finden. Stell dir vor, du bekommst einen Haufen Spielzeug und musst selbst herausfinden, wie
sie zusammenpassen oder gruppiert werden kénnen.

Beispiel: Kunden in einem Online-Shop gruppieren

Stell dir vor, ein Online-Shop mdéchte seine Kunden besser verstehen, um ihnen
malgeschneiderte Angebote zu schicken. Er weild aber nicht, welche "Typen" von Kunden es
gibt.

1. Daten sammeln (ohne "Antworten™): Wir sammeln Daten tber das Kaufverhalten
der Kunden. Aber wir haben keine vorgefertigten Gruppen wie "Gamer", "Mode-
Fans" oder "Bucherwirmer”. Wir haben einfach nur Daten uber jeden Kunden:

Anzahl der Kaufe

Gesamtausgaben

Héufigkeit der Besuche auf der Webseite

Arten von Produkten, die angeschaut wurden (z.B. Sportartikel, Blicher,

Elektronik)

o ..und so weiter.

O O O

(@)

| Kunde | Anzahl Kaufe | Gesamtausgaben | Haufigkeit Website | Angesehene Produkte |

|10 | 500 € | Oft | Bicher, Romane
|2 |50 € | Selten | Sportartikel |
| 8 | 450 € | Oft | Bicher, Krimis |
|15 | 1000 € | Sehr oft | Elektronik, Games |
|3 |T0€ | Selten | Sportartikel |
| ... I

Lernen (Muster finden): Wir "futtern™ diese Daten in unser uniiberwachtes
Lernmodell. Der Computer versucht nun, von sich aus Ahnlichkeiten zwischen den
Kunden zu finden und sie in Gruppen (sogenannte "Cluster") einzuteilen. Er hat keine
Ahnung, welche Gruppen es gibt, er sucht einfach nach &hnlichem Verhalten.

o Erkonnte erkennen, dass Kunden A und C oft Biicher kaufen und viel Geld
ausgeben. Er bildet eine Gruppe: "*Bucherwirmer®.

o Er konnte sehen, dass Kunden B und E wenige Kaufe und geringe Ausgaben
haben und sich fur Sportartikel interessieren. Er bildet eine andere Gruppe:
"Gelegentliche Sportkaufer™.

o Kunden D und andere kdnnten eine Gruppe ""Technik-Enthusiasten’ bilden.

3. Anwenden: Der Online-Shop hat jetzt verschiedene Kundengruppen identifiziert, von
denen er vorher nichts wusste. Er kann nun:
"Bucherwirmern" E-Mails Gber neue Bucher schicken.
o "Gelegentlichen Sportk&ufern™ Rabatte auf Sportartikel anbieten.
o "Technik-Enthusiasten" tiber neue Gadgets informieren.




Warum ist das unuberwacht? Weil wir dem Computer keine Labels oder vorgefertigten
Gruppen gegeben haben. Wir haben ihm einfach nur die Rohdaten gegeben und gesagt:
"Finde mal selbst heraus, welche Kunden zusammenpassen." Er hat selbst die Strukturen und
Gruppen in den Daten entdeckt.

Ich hoffe, diese Beispiele machen die Unterscheidung klar! Der Schlissel liegt darin, ob die
Trainingsdaten bereits die "richtigen Antworten" (Uberwacht) enthalten oder ob der Computer
die Strukturen selbst entdecken muss (untiberwacht).



Intelligenter Mensch
Die menschliche Intelligenz ist breit, flexibel und tiefgreifend. Sie umfasst:

e Verstandnis und Interpretation: Menschen kdnnen komplexe Situationen,
Emotionen und soziale Nuancen verstehen, die nicht explizit "programmiert™ wurden.
Sie kdnnen Witze verstehen, Ironie erkennen und sich in andere einfihlen.

o Kreativitat und Innovation: Menschen kénnen originelle Ideen entwickeln, Kunst
schaffen, neue Theorien aufstellen und Probleme auf unkonventionelle Weisen Isen.

e Intuition und Erfahrung: Entscheidungen basieren oft auf einem Bauchgefuhl, das
aus jahrelanger, oft unbewusster Erfahrung resultiert.

o Allgemeines Wissen und Transfer: Gelerntes Wissen kann auf vollig neue und
unerwartete Situationen tbertragen werden. Ein Mensch, der gelernt hat Fahrrad zu
fahren, kann dieses Wissen nutzen, um Skateboard zu fahren.

o Selbstlernen und Anpassung: Menschen lernen kontinuierlich aus ihren Fehlern und
Erfahrungen, passen ihr Verhalten an und entwickeln sich weiter.

e Bewusstsein und Selbstreflexion: Menschen haben ein Bewusstsein ihrer selbst, ihrer
Gedanken und Emotionen. Sie kdnnen tber ihre eigene Existenz nachdenken.

Informatiksystem (Kunstliche Intelligenz)

Die Intelligenz eines Informatiksystems ist spezialisiert, datengetrieben und regelbasiert
(auch wenn die Regeln gelernt wurden). Sie zeichnet sich aus durch:

e Mustererkennung und Datenverarbeitung: KI-Systeme sind extrem gut darin,
riesige Mengen an Daten zu analysieren und komplexe Muster zu erkennen, die fiir
Menschen schwer zu tUberblicken waren (z.B. Spam-Erkennung, Gesichtsfeld).

o Geschwindigkeit und Skalierbarkeit: Sie kdnnen Berechnungen und Analysen in
einem Tempo durchfiihren, das weit ber menschliche Fahigkeiten hinausgeht, und
das fur Millionen von Datenpunkten gleichzeitig.

o Prazision und Konsistenz: Wenn sie gut trainiert sind, kénnen KI-Systeme Aufgaben
sehr préazise und konsistent ausfiihren, ohne Ermidung oder menschliche Fehler.

e Lernen aus Beispielen (Maschinelles Lernen): KI-Systeme lernen, indem sie mit
grof’en Mengen von Daten "trainiert” werden. Sie erkennen statistische
Zusammenhange und Muster in diesen Daten.

« Aufgabenspezifische Expertise: Die meisten KI-Systeme sind fiir eine bestimmte
Aufgabe optimiert. Eine Kl, die Schach spielt, kann keine medizinischen Diagnosen
stellen oder kreative Geschichten schreiben, es sei denn, sie wurde explizit dafur
trainiert.

e Fehlen von echtem Verstandnis: Obwohl eine KI Satze formulieren oder Bilder
generieren kann, hat sie kein echtes "Verstandnis™ im menschlichen Sinne. Sie operiert
auf der Basis von Wahrscheinlichkeiten und Mustern in den Daten. Sie hat kein
Bewusstsein oder Emotionen.

Kurz gesagt:



Der Mensch ist ein Allrounder mit tiefem Verstandnis, Kreativitat und Bewusstsein, der aus
begrenzter Erfahrung generalisieren kann. Das Informatiksystem ist ein Spezialist, der
enorme Datenmengen verarbeitet und Muster erkennt, um Aufgaben zu I6sen, fir die es
trainiert wurde. Es ist ein méachtiges Werkzeug, aber es "denkt™ nicht im menschlichen Sinne.

Der Mensch am Steuer

Stell dir vor, ein erfahrener menschlicher Autofahrer sitzt am Steuer.

e Verstandnis und Intuition: Er versteht nicht nur die Verkehrsregeln, sondern auch
unausgesprochene Signale. Er merkt, wenn ein Kind am Strallenrand bereit ist, auf die Stralle
zu laufen, auch wenn es noch nicht aktiv die Stral3e betritt. Er sieht einen Ball auf die StraRe
rollen und erwartet, dass ein Kind folgen kdnnte. Er splirt, dass der andere Fahrer im Stau
genervt ist und vielleicht einen riskanten Spurwechsel vorhat.

e Anpassungsfahigkeit: Bei plotzlich einsetzendem Starkregen oder Nebel passt er seine
Fahrweise sofort an, auch wenn er noch nie genau diese Kombination von Wetter und Stral3e
erlebt hat. Er kann auf eine unerwartete Baustelle reagieren, indem er eine spontane
Umleitung plant und sich im Notfall selbststdndig im Geldnde orientiert.

e Kreativitdt und Probleml6ésung: Wenn ein Unfall passiert und die StraRe blockiert ist, kann er
kreative Losungen finden, um die Situation zu meistern — zum Beispiel ein Gesprach mit den
Unfallbeteiligten fihren, um die Lage zu klaren, oder eine nicht offensichtliche
Ausweichroute Uber Feldwege finden.

e Emotion und Ethik: Er wiirde in einer Notsituation instinktiv entscheiden, ein Leben zu
retten, auch wenn das bedeutet, materielle Schaden in Kauf zu nehmen. Er empfindet Stress,
Freude oder Angst.

Das autonome Fahrsystem (Kl)

Jetzt sitzt ein modernes autonomes Fahrsystem (eine KI) am Steuer.

e Mustererkennung und Prazision: Das System erkennt Verkehrsschilder,
Fahrbahnmarkierungen und andere Fahrzeuge mit hoher Prazision. Es kann Hunderte von
Objekten gleichzeitig verfolgen und deren Geschwindigkeit und Richtung berechnen. Es weil}
genau, wann es bremsen muss, um einen bestimmten Sicherheitsabstand einzuhalten,
basierend auf Millionen von simulierten und realen Fahrsituationen.

e Datenbasierte Entscheidungen: Es entscheidet, ob es beschleunigen oder bremsen soll,
basierend auf den Daten, die es von seinen Sensoren erhéilt und den Mustern, die es im
Training gelernt hat. Wenn es gelernt hat, dass Objekte, die sich schnell ndhern, gebremst
werden missen, tut es dies. Es ist extrem gut darin, innerhalb seiner programmierten Regeln
zu agieren.

e Geschwindigkeit und Konsistenz: Es reagiert blitzschnell auf Veranderungen im Verkehr und
fahrt konsistent, ohne Ermiidung oder Ablenkung. Es wird nie Textnachrichten schreiben
oder sich liber Stau argern.

e Mangel an "Verstandnis": Das System "versteht" nicht, dass ein Kind, das einem Ball
hinterherrennt, unberechenbar ist. Es erkennt ein sich bewegendes Objekt ("Ball"), und dann
ein zweites ("Kind"), und reagiert basierend auf seinen Algorithmen zur
Kollisionsvermeidung. Es hat aber keine Intuition fiir die Absichten des Kindes. Es hat kein
"Geflihl" fur die Gefahr, die von einem potenziell wiitenden oder abgelenkten Fahrer
ausgeht.



e Schwierigkeiten bei Neuem: Wenn es auf eine komplett unerwartete Situation trifft, fir die
es nicht explizit trainiert wurde (z.B. eine Herde Enten, die mitten auf der Autobahn steht,
oder ein plotzlich umgestilrzter Baum auf einer unbekannten Landstralle), konnte es
Schwierigkeiten haben, die "beste" Losung zu finden, da es keine Vergleichsdaten gibt.

Fazit am Beispiel Autofahren:

Der Mensch bringt breites, intuitives Verstandnis und Anpassungsfahigkeit an
unvorhergesehene, unstrukturierte Situationen mit. Das Informatiksystem brilliert durch
préazise, schnelle und konsistente Abarbeitung von Aufgaben innerhalb seiner
definierten Grenzen und basierend auf umfangreichen Trainingsdaten.

Wahrend die KI unglaublich gut darin ist, das "Wie" des Fahrens zu meistern, fehlt ihr das
"Warum" und das tiefgreifende Verstandnis menschlicher (und tierischer) Verhaltensweisen
und der komplexen, oft nicht-verbalen Kommunikation im StraRenverkehr.



Am Beispiel des autonomen Fahrens werden die ethischen Probleme, die mit Kinstlicher
Intelligenz einhergehen, besonders deutlich und lebhaft diskutiert. Hier sind die wichtigsten
davon:

1. Das "Trolley-Problem" in der Praxis

Das bekannteste und am meisten diskutierte Problem ist die digitale Version des "Trolley-
Problems". In einer unvermeidbaren Unfallsituation muss das autonome Fahrzeug
entscheiden, welcher Schaden in Kauf genommen wird:

o Beispiel: Ein autonomes Auto féahrt auf einer Stral3e. Plotzlich Uberqueren finf
FuBganger (z.B. eine Schulklasse) unerwartet die Fahrbahn. Das Auto kann nicht mehr
rechtzeitig bremsen. Die einzige Alternative ware, auf die Gegenfahrbahn
auszuweichen, wo ein einzelner Motorradfahrer entgegenkommt, oder in eine Mauer
zu fahren, was die Insassen des autonomen Autos téten wiirde.

o Die ethische Frage: Wie soll das Auto programmiert werden? Soll es die fiinf
FuBganger opfern, um den Motorradfahrer oder die eigenen Insassen zu retten?
Oder soll es versuchen, so viele Leben wie méglich zu retten, selbst wenn das
bedeutet, die eigenen Insassen zu opfern? Wer entscheidet Giber den Wert eines
Lebens? Ist ein Kind "wertvoller" als ein Erwachsener? Ein Arzt "wertvoller"”
als ein Rentner?

e Problem: Es gibt keine universell akzeptierte ethische Regel fiir solche Situationen.
Menschliche Fahrer treffen in Sekundenbruchteilen intuitive (und oft unbewusste)
Entscheidungen. Eine KI muss jedoch nach festen Regeln programmiert werden, die
diese Entscheidungen vorwegnehmen. Wer definiert diese Regeln?

2. Datensicherheit und Privatsphére

Autonome Fahrzeuge sammeln sténdig riesige Mengen an Daten — tber die Umgebung, die
Fahrweise, aber potenziell auch tiber die Insassen:

« Die ethische Frage: Wer hat Zugriff auf diese Daten? Wie werden sie geschutzt?
Konnen sie verwendet werden, um Bewegungsprofile zu erstellen oder andere Aspekte
der Privatsphare zu verletzen?

« Problem: Die Gefahr von Datenlecks, Missbrauch oder der Uberwachung durch
Dritte ist real. Es bedarf strenger Regulierungen und technischer Sicherheiten, um die
Privatsphare zu gewahrleisten.

Diese ethischen Dilemmata zeigen, dass die Entwicklung von KI nicht nur eine technische,
sondern vor allem eine gesellschaftliche Herausforderung ist, die einen breiten Diskurs und
kluge politische Entscheidungen erfordert.



Die "Gesetze der Robotik" wurden von dem Science-Fiction-Autor Isaac Asimov formuliert
und dienten als ethische Richtlinien fiir Roboter in seinen Geschichten. Urspriinglich gab es
drei Gesetze, spater wurde ein viertes, ubergeordnetes Gesetz hinzugefligt.

Hier sind die Gesetze in ihrer gangigsten Formulierung:

o Das nullte Gesetz (spater hinzugefligt): Ein Roboter darf die Menschheit nicht
verletzen oder durch Untatigkeit zulassen, dass der Menschheit Schaden zugefugt
wird.

o Das erste Gesetz: Ein Roboter darf kein menschliches Wesen verletzen oder durch
Untéatigkeit zulassen, dass einem menschlichen Wesen Schaden zugefligt wird, es sei
denn, dies wirde gegen das nullte Gesetz verstol3en.

o Das zweite Gesetz: Ein Roboter muss den Befehlen gehorchen, die ihm von
Menschen erteilt werden, es sei denn, solche Befehle wiirden mit dem nullten oder
ersten Gesetz in Konflikt geraten.

o Das dritte Gesetz: Ein Roboter muss seine eigene Existenz schiitzen, solange dieser
Schutz nicht mit dem nullten, ersten oder zweiten Gesetz in Konflikt gerét.

Diese Gesetze sind so konzipiert, dass sie eine Hierarchie bilden, wobei das nullte Gesetz die
hdchste Prioritat hat, gefolgt vom ersten, dann dem zweiten und schliel3lich dem dritten. Sie
sollten sicherstellen, dass Roboter niemals eine Gefahr flr die Menschheit oder einzelne
Menschen darstellen.



